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**1. Наименование дисциплины**

Управление рисками и внутренний контроль в организации

# **8. Перечень основной и дополнительной учебной литературы, необходимой для освоения дисциплины**

*Нормативные акты*

1. Лимская декларация руководящих органов контроля ИНТОСАИ

2. Этический кодекс ИНТОСАИ для аудиторов в государственном секторе

3. Межгосударственный стандарт ГОСТ ISO 9000-2011 «Системы менеджмента качества. Основные положения и словарь»

4. Международный стандарт ИСО 9004:2009 «Менеджмент для достижения устойчивого успеха организации. Подход на основе менеджмента качества»

5. Международный стандарт ИСО 31000:2009 «Менеджмент риска. Принципы и руководство»

6. Федеральный закон от 30.12.2008 № 307-ФЗ (действ. редакция) «Об аудиторской деятельности» // СПС Консультант Плюс

7. Федеральный закон от 06.12.2011 № 402-ФЗ (действ. редакция) «О бухгалтерском учете» // СПС Консультант Плюс

8. Федеральный закон от 29.06.2015 № 210-ФЗ (действ. редакция) «Внутренний контроль и внутренний аудит профессионального участника рынка ценных бумаг» // СПС Консультант Плюс

9.Федеральный закон от 07.08.2001 № 115-ФЗ (действ. редакция) «О противодействии легализации (отмыванию) доходов, полученных преступным путем, и финансированию терроризма» // СПС Консультант Плюс

*Основная литература*

9. Авдийский В. Теория и практика управления рисками организации : учебник / Авдийский В., И., Безденежных В., М. — Москва : КноРус, 2021. — 275 с. — ISBN 978-5-406-08746-6. — URL: https://book.ru/book/940503 (дата обращения: 05.03.2023). — Текст : электронный.

10. Каширская Л. Внутренний контроль коммерческих организаций : учебник / Каширская Л., В., Ситнов А., А. — Москва : КноРус, 2021. — 339 с. — ISBN 978-5-406-06747-5. — URL: https://book.ru/book/939770 (дата обращения: 05.03.2023). — Текст : электронный.

11. Орлов, С. Н. Внутренний аудит в современной системе корпоративного управления компанией : практическое пособие / С. Н. Орлов. — Москва : ИНФРА-М, 2022. — 284 с. — (Наука и практика). - ISBN 978-5-16-010044-9. - Текст : электронный. - URL: https://znanium.com/catalog/product/1817950 (дата обращения: 05.03.2023). – Режим доступа: по подписке.

*Дополнительная литература*

12. Пименов, Н. А. Управление финансовыми рисками в системе экономической безопасности : учебник и практикум для вузов / Н. А. Пименов. — 2-е изд., перераб. и доп. — Москва : Издательство Юрайт, 2021. — 326 с. — URL: <https://urait.ru/bcode/468945>

**9. Перечень ресурсов информационно-телекоммуникационной сети «Интернет», необходимых для освоения дисциплины**

1. Гарант: [Информационно-правовой портал]. – URL: http:// www.garant.ru. Доступ свободный.
2. Компания «Консультант Плюс»: [Официальный сайт]. – URL:http://www.consultant.ru. Доступ свободный.
3. Научно-практический и аналитический журнал. – URL: <http://www.finizdat.ru>.
4. . www.business-magazine.ru (Бизнес-журнал)
5. www.kommersant.ru/sf (журнал «Секрет фирмы»)
6. http://www.sudexpert.ru/publishing/tipse.php Журнал «Теория и практика судебной экспертизы" Учредитель издания: Федеральное бюджетное учреждение Российский федеральный центр судебной экспертизы при Министерстве юстиции РФ
7. http://expertiza-online.ru / Интернет-журнал «Экспертиза-онлайн»
8. Электронно-библиотечная система (ЭБС) ООО «Издательский Дом ИНФРА-М». – URL: http://repository.vzfei.ru. Доступ по логину и паролю.
9. Электронные каталоги АИБС МАРК-SQL: «Книги», «Статьи», «Диссертации», «Учебно-методическая литература», «Авторефераты», «Депозитарный фонд». – URL: <http://website.vzfei.ru/rus/library> /elect\_lib.htm. Доступ по логину и паролю.

**10. Методические указания для обучающихся по освоению дисциплины**

|  |  |  |
| --- | --- | --- |
| **Наименование методических материалов для обучающихся** | **Год**  **утверждения** | **Местонахождение материала (ссылка на ИОП, информационный стенд кафедры/филиала, др.)** |
| Методические указания к лекциям | **2021** | <http://www.fa.ru/fil/ufa/about/ums/Pages/info.aspx> |
| Методические указания к практическим занятиям | **2021** | <http://www.fa.ru/fil/ufa/about/ums/Pages/info.aspx> |
| Методические указания к самостоятельной работе | **2021** | <http://www.fa.ru/fil/ufa/about/ums/Pages/info.aspx> |
| Методические указания по выполнению контрольной работы, проектной работы, расчетно-аналитической работы, домашнего творческого задания | **2021** | <http://www.fa.ru/fil/ufa/about/ums/Pages/info.aspx> |

**11.** **Перечень информационных технологий, используемых при осуществлении образовательного процесса по дисциплине, включая перечень необходимого программного обеспечения и информационных справочных систем**

**11. 1. Комплект лицензионного программного обеспечения**

1. Astra Linux.

2. Антивирус Kaspersky Endpoint Security

**11.2. Современные профессиональные базы данных и информационные справочные системы**

Электронное периодическое издание Справочная Правовая Система Консультант Бюджетные организации: версия Проф.

**11.3. Сертифицированные программные и аппаратные средства защиты информации**

Сертифицированные программные и аппаратные средства защиты информации – не используются.

**12.** **Описание материально-технической базы, необходимой для осуществления образовательного процесса по дисциплине**

Учебная аудитория для проведения всех видов занятий, предусмотренных программой магистратуры, оснащенная оборудованием и техническими средствами обучения.

Помещения для самостоятельной работы обучающихся (читальный зал, библиотека) оснащены компьютерной техникой с возможностью подключения к сети «Интернет», имеется доступ в электронную информационно-образовательную среду Финуниверситета.